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SSLO Promotion
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▪ Customer Problems

▪ The F5 and Cisco Security joint solutions and value proposition

▪ Go-to-Market Strategy

▪ SSLO Promotion (Global Channel Incentive)

▪ Sales Enablement Collateral and Resources

▪ Call to Action

▪ Q&A

Agenda



2017 Gartner Magic Quadrant for Enterprise Network Firewalls

SSL/

TLS

Four reasons why SSL/TLS is blinding your security devices

https://www.gartner.com/doc/reprints?id=1-45UW8EQ&ct=170711&st=sb
https://www.nsslabs.com/blog/company/four-reasons-why-ssl-tls-is-blinding-your-security-devices/
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Complex deployment and 

troubleshooting burdens IT.

Multiple SSL/TLS decryption 

points creates inefficiencies.

Multiple points of failure and 

increased latency impacts 

availability.

Limited ability to adapt to 

changing network conditions 

is a risk.

The Challenges of Manual Daisy-chaining Devices

Next-Gen 
Firewall

Web Gateway DLP Anti-Malware IPS

Decrypt, 
Inspect, 

Re-Encrypt

Decrypt, 
Inspect, 

Re-Encrypt

Decrypt, 
Inspect, 

Re-Encrypt

Decrypt, 
Inspect, 

Re-Encrypt

Users Internet / Apps

Decrypt, 
Inspect, 

Re-Encrypt
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SSL/TLS Decryption’s Significant Performance Hit of 
NGFW and Web Proxy Products

Degrades 

Performance

"abysmal performance", 80% decrease in firewall throughput if enabled, 
etc, but no official information from Cisco.

https://community.cisco.com/t5/firepower/ssl-decryption-

performance/td-p/2861268
Cisco Community:

“Cisco puts numbers for many things, just not for the SSL decryption on IDS 
appliances and that worries me. They do provide SSL decryption throughput for 
the dedicated SSL appliances. I will probably coerce our Cisco sales engineers to 
come with some figures. At this point I'm considering F5's for SSL offloading as 
they do provide the numbers and our implementation timeline is quite 
aggressive (so not time for guessing).
Almost 100% of the firewall traffic will be incoming SSL, with potentially 100k 
connections per day….”

https://community.cisco.com/t5/firepower/ssl-decryption-performance/td-p/2861268
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Cisco Firepower Threat Defense (FTD)

Small and Midsized Business Midrange Enterprise

ASA 5525-X/ ASA 5545-X/ 

ASA 5555-X

Firepower 

2130/2140

Firepower 

2110/2120

ASA 5506-X / 5506W-X / 5506H-X / 

5508-X / 5516-X

Firepower 

4110/4120/4140/4150 Firepower 9300

NGFWs for SMBs and distributed 

enterprises with integrated threat defense, a 

low TCO, and simplified security 

management.

Enterprise-class security for the internet 

edge, with superior threat defense, 

sustained performance, and simple 

management.

From the internet edge to carrier grade 

security for data centers and other high-

performance settings, with multiservice 

security, flexible architecture, and unified 

management.
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Cisco WSA (Web Security Appliance)
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Consistent security 
policy applied 

across enterprise 
applications

Applications 
protected from 

encrypted threats

Application 
performance 

optimized

Visibility and 
monitoring of 

application health 
across the 
portfolio

Solving our customers’ Multi-Cloud challenges

SSL Orchestrator’s Value Proposition
Every App, Anywhere Value Proposition
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SSLO’s Broad Topology and Device Support

Users / Devices

User

InternetFirewall F5 SSLO

IPS
(Pool)

DLP
(Pool) SIEM

Anti-Malware
(Pool)

Decrypt and Steer 

(based on policy, 

bypass options)

Re-encrypt

ICAP
Inline Insertion 

(L2 Mode)
Passive

NGFW
(Pool)

Inline Insertion 

(L3 Mode)

Firewall

F5 SSLO datasheet:  https://www.f5.com/pdf/products/ssl-orchestrator-datasheet.pdf

WSA

Firepower

https://www.f5.com/pdf/products/ssl-orchestrator-datasheet.pdf
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F5 SSL Orchestrator with Cisco Firepower Threat Defense
Configured in Monitor-only / TAP Mode ( inbound or outbound )

Internet

Web Proxy

Service Chains

SSL Orchestrator

Data Center

Corporate Employees

Internet Users

ICAP

L2 Inspection 
Devices

Cisco Firepower / FTD  
Receive-Only Service Pool

Inspection Devices
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SSL Orchestrator-Firepower Threat Defense
Inline Mode ( inbound and outbound )

Mirrored-Traffic Monitors

Internet

Web Proxy

Service Chains

Cisco Firepower / FTD  
Service Pool

SSL Orchestrator

Data Center

Corporate Employees

Internet Users

ICAP

outbound traffic

Inbound traffic
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F5 SSL Orchestrator With Cisco WSA In Service Chain

Internet

ICAP

Mirrored-Traffic 
Monitors

L2/L3 Inspection 
Devices

Service Chains

1

2 3

4

Corporate 
Data Center

Corporate 
Office Users

Cisco WSA
service pool

SSL Orchestrator



| ©2020 F5 NETWORKS15

Value Proposition

© F5 NETWORKS

Bottomline, F5 SSL Orchestrator makes Cisco FTD and/or Cisco WSA look good in 

front of customers by reducing TCO and avoiding potential “rip and replace”.

SSL Orchestrator can off-load compute-intensive workload of decrypting/re-encrypting  

network traffic to allow Cisco Security products to cost effectively scale

When coupled with SSL Orchestrator, the Cisco Firepower and/or Cisco WSA’s threat 

mitigation performance are optimized. 

https://www.f5.com/products/security/ssl-orchestrator
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Newsletter, YouTube & Partner Central

SSLO Promotion on Partner Central:  
https://tinyurl.com/savzuan

SSLO Promotion on Take5 Partner Newsletter
YouTube: https://youtu.be/Ckhw19x6m_Q

Lisa Citron’s exclusive interview on SSLO Promotion

SSL Orchestrator Promotion for F5 Channel Partners

https://partners.f5.com/Portals/4/Partner%20Central%20Assets/Progr

am/Partner%20Incentives/SSLO%20Promotion%20Flier_110519.pdf

https://youtu.be/Ckhw19x6m_Q
https://partners.f5.com/Portals/4/Partner%20Central%20Assets/Program/Partner%20Incentives/SSLO%20Promotion%20Flier_110519.pdf
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1. Promotion Period:  October 1, 2019 – September 30, 2020

2. Incentive:  5% rebate on eligible SSLO SKUs

3. Simple enrollment process by submitting focus customers (Cisco 

and/or Palo Alto Networks) list

4. F5 Partner Eligibility:

a. Any unity+ Partner; any tier, any theatre

b. Cisco Gold or Global Gold Certification or Palo Alto Networks 

Diamond Innovator Certification
1. Available to confirm on Cisco website:  

https://locatr.cloudapps.cisco.com/WWChannels/LOCATR/openBasicSearch.do

2. Available to confirm on Palo Alto Networks website:  

https://locator.paloaltonetworks.com/

5. Stackable and no cap!   Participation in this promotion does not 

preclude partner from participating in or receiving any other 

incentive or financial benefit offering from F5.

SSLO Promotion

URL:  

https://partners.f5.com/Portals/4/Partner%20Central%20Assets/Program/Partner%20Incentives/SSL%20Orchestrator%20Promotion%20Brochure_2020.pdf

https://locatr.cloudapps.cisco.com/WWChannels/LOCATR/openBasicSearch.do
https://locator.paloaltonetworks.com/
https://partners.f5.com/Portals/4/Partner%20Central%20Assets/Program/Partner%20Incentives/SSL%20Orchestrator%20Promotion%20Brochure_2020.pdf
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Step 1 of 3:  
Simple Enrollment (“opt in”) Process

Channel Partner

and / or

Cisco Gold and / or 

PANW Diamond certified

No agreement to sign

Send the sample Focus Customers Template (https://tinyurl.com/vq3hsve) to F5 channel manager, chee.tan@f5.com and copy 

Partners@F5.com

Focus Cisco customers
ASA customers

FTD customers

Firepower customers

WSA customers Focus PANW 
NGFW 
customers
Company 1

Company 2

Company 3

https://tinyurl.com/vq3hsve
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Step 2 of 3:
Follow F5’s Deal Registration

Deal register PIO SSLO opportunities 

through F5 Partner Central’s 

https://partners.f5.com/

Channel 

Partner

Regular sync on PIO 

SSLO Opportunities 



| © F5 NETWORKS20

Step 3 of 3:  
SSLO Promotion Quarterly Payout

Channel Partner

F5 Payout 5% PIO 

SSLO opportunities, after quarter-end

Promotion Period:  October 1, 2019 – September 30, 2020
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1. Eligible channel partner to submit focus Cisco and/or Palo Alto Networks customers list to F5 

Channel Partner Manager to opt in SSLO Promotion.  No agreement to sign.
a) Channel partner sends focus customers list to F5 Channel Manager, chee.tan@f5.com and Partners@f5.com

b) Setup bi-weekly channel-F5 cadence for F5 to assist channel partners to close SSLO deals and update 

tracking spreadsheet

2. Deal register PIO SSLO opportunities (follow existing F5 Partner Central Deal Registration 

process)

3. F5 to pay out participating channel partner 5% of the closed-won PIO SSLO transaction 

amount (net to F5) after quarter-end.  Stackable and no cap!

Summary:  3 Simple Steps to Earn Extra 5% 

Promotion Period:  October 1, 2019 – September 30, 2020

mailto:Partners@f5.com
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Sample Calculations on the Stackable and no-cap
5% SSLO Promotion rebate

Per SSLO Transaction Amount (net to F5): $200,000 $300,000 $400,000 $500,000 $1,000,000

1 transaction : $10,000 $15,000 $20,000 $25,000 $50,000

2 transactions : $20,000 $30,000 $40,000 $50,000 $100,000

3 transactions : $30,000 $45,000 $60,000 $75,000 $150,000

… … … … … …

10 transactions : $100,000 $150,000 $200,000 $250,000 $500,000
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▪ One way to generate the initial focus customer list is to apply search criteria in sales database 

with the following key words:

▪ Cisco Security Products models and SKUs provided after the Appendix slide

▪ Palo Alto Networks NGFW models and SKUs provided after the Appendix slide

▪ Annual spent of $xxx ( e.g. $40K) on Cisco Security products or Palo Alto Networks 

NGFW products 

▪ Alternatively, channel partner could launch SSLO Promotion marketing campaign (e.g. webinar, 

field events, etc.) to increase the size of SSLO pipeline

Ways to Generate Focus Customer List
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Marketing of the SSLO-Cisco Joint Solutions
• There are many marketing options to be explored with your channel partners.

Date / Time:  <tbd> : 

Insight-led SSLO-Cisco 

Security Joint Solutions 

webinar 

Coming soon…

Date / Time:  <tbd> 

Sirius-led SSLO-Cisco 

Security Joint Solutions 

webinar 

Coming soon…
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WEBINAR CONTENT READY TO GO

• Turn-key SSLO-Cisco Security joint solutions PowerPoint content available to participating 

channel partners to deliver webinar(s) or presentations

• Previously recorded channel-led SSLO-Cisco Security joint solutions webinars in NA:
– Presidio-led SSLO-Cisco Security Joint Solutions webinars:  https://www.presidio.com/page/720/brighttalk-

channel

– WWT-led SSLO-Cisco Security Joint Solutions 

webinars: https://www.youtube.com/watch?v=IGSRdHWAzpk&feature=youtu.be

– SHI-led SSLO-Cisco Security Joint Solutions 

webinars: https://gateway.on24.com/wcc/eh/1140560/lp/2119372/joint-security-solutions-that-protect-your-business-

with-f5-networks-cisco-and-shi

SSLO-Cisco Security Turn-key 
Webinar Content

https://www.presidio.com/page/720/brighttalk-channel
https://www.youtube.com/watch?v=IGSRdHWAzpk&feature=youtu.be
https://gateway.on24.com/wcc/eh/1140560/lp/2119372/joint-security-solutions-that-protect-your-business-with-f5-networks-cisco-and-shi
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COLLATERAL, VIDEOS AND DEMOS
Below is F5’s Technology Alliances page featuring the Cisco-F5 partnership:  

https://www.f5.com/partners/technology-alliances/cisco

Joint Solution Overview:

• F5 SSLO-Cisco Firepower Joint Solution Overview: https://www.f5.com/pdf/solution-center/f5-ssl-orchestrator-and-cisco-firepower-ngfw.pdf

• F5 SSLO-Cisco WSA Joint Solution Overview: https://www.f5.com/pdf/solution-center/f5-ssl-orchestrator-and-cisco-wsa-joint-solution-overview.pdf

• Joint Recommended Deployment Practices guides:
− https://www.f5.com/pdf/products/ssl-cisco-firepower-recommended-practices.pdf

− https://www.f5.com/pdf/solution-center/f5-ssl-orchestrator-and-cisco-wsa-recommended-practices.pdf

Lightboard Videos:

• F5 SSLO-Cisco FTD Joint Solution Lightboard Video lesson: < URL: https://youtu.be/8rmvtj59l6A >

• F5 SSLO-Cisco WSA Joint Solution Lightboard Video lesson: < URL: https://youtu.be/AWG21o5uuts>

Blog Posts:

• SSLO-Firepower blog post: https://www.f5.com/company/blog/f5-ssl-orchestrator-and-cisco-firepower-ngfw-better-together

• SSLO-WSA blog post: https://www.f5.com/company/blog/peering-into-and-protecting-against-what-you-cant-see

Recorded Channel-led webinars:

• Recorded Presidio-led webinar: https://www.presidio.com/page/720/brighttalk-channel

• Recorded WWT-led webinar: https://www.youtube.com/watch?v=IGSRdHWAzpk&feature=youtu.be

• Recorded SHI-led webinar: https://gateway.on24.com/wcc/eh/1140560/lp/2119372/joint-security-solutions-that-protect-your-business-with-f5-networks-cisco-and-shi

F5 SSLO-Cisco Security Voice-over demos ( Youtube Unlisted URLs ):

Cisco Firepower-F5 SSL Orchestrator Voice-over Demo: https://youtu.be/Z3rwjDMpB8U

Cisco WSA-F5 SSL Orchestrator Voice-over Demo: https://youtu.be/TkQ1HfCQk_E

F5 SSLO-Cisco Security Muted demos ( Youtube Unlisted URLs ):

Cisco Firepower-F5 SSL Orchestrator Muted Demo:   https://youtu.be/X0s6V7v7RRA

Cisco WSA-F5 SSL Orchestrator Muted Demo:  https://youtu.be/sg68GCt5qnQ

F5-Cisco Security Joint Solutions

https://www.f5.com/pdf/solution-center/f5-ssl-orchestrator-and-cisco-firepower-ngfw.pdf
https://www.f5.com/pdf/solution-center/f5-ssl-orchestrator-and-cisco-wsa-joint-solution-overview.pdf
https://www.f5.com/pdf/products/ssl-cisco-firepower-recommended-practices.pdf
https://www.f5.com/pdf/solution-center/f5-ssl-orchestrator-and-cisco-wsa-recommended-practices.pdf
https://youtu.be/8rmvtj59l6A
https://youtu.be/AWG21o5uuts
https://www.f5.com/company/blog/f5-ssl-orchestrator-and-cisco-firepower-ngfw-better-together
https://www.f5.com/company/blog/peering-into-and-protecting-against-what-you-cant-see
https://www.presidio.com/page/720/brighttalk-channel
https://www.youtube.com/watch?v=IGSRdHWAzpk&feature=youtu.be
https://gateway.on24.com/wcc/eh/1140560/lp/2119372/joint-security-solutions-that-protect-your-business-with-f5-networks-cisco-and-shi
https://youtu.be/Z3rwjDMpB8U
https://youtu.be/TkQ1HfCQk_E
https://youtu.be/X0s6V7v7RRA
https://youtu.be/sg68GCt5qnQ
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COLLATERAL

F5-Palo Alto Networks Joint Recommended Deployment Practices Guide:

URL:  https://www.f5.com/pdf/solution-center/f5-ssl-orchestrator-and-palo-alto-networks-next-gen-firewall-solution.pdf

F5-Palo Alto Networks Joint Solution

CONFIDENTIAL

https://www.f5.com/pdf/solution-center/f5-ssl-orchestrator-and-palo-alto-networks-next-gen-firewall-solution.pdf
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THIS IS NOT A COMPETITIVE TAKE OUT CAMPAIGN.   To the contrary, SSLO is 

designed to off-load compute intensive decryption/encryption tasks from security 

devices like firewall, web proxy, DLP, sandbox, etc.  It is a complementary joint solution 

to Cisco and Palo Alto Networks’ security products.   

▪ Cisco is a strategic partner of F5, granted Preferred Cisco Solution Partner status, 

engaging go-to-market strategy through global mutual channel partners

Positioning of SSLO-Cisco and SSLO-PANW Joint 
Solutions

▪ While Palo Alto Networks is not a strategic partner of F5, we maintain a technical 

channel of communication at the corporate level to support mutual prospects and 

customers interested in the SSLO-PANW NGFW joint solution
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• Any SSLO Promotion related 

questions, please send them to 

Partners@f5.com and copy 

Chee.Tan@f5.com.

• The FAQ document for SSLO 

Promotion is drafted and under 

reviewed by all Theaters.  

SSLO Promotion FAQ 
TO BE UPLOADED TO PARTNER CENTRAL SOON

URL:  
https://partners.f5.com/Portals/4/Partner%20Central%20Assets/P
rogram/Partner%20Incentives/SSLO%20Promotion%20FAQ%20
120419.pdf

mailto:Partners@f5.com
mailto:Chee.Tan@f5.com
https://partners.f5.com/Portals/4/Partner%20Central%20Assets/Program/Partner%20Incentives/SSLO%20Promotion%20FAQ%20120419.pdf
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Call to Action
1. Identify Cisco Firepower, Cisco WSA and Palo Alto Networks NGFW customers in your 

territory

2. Leverage existing SSLO-Cisco Security turn-key webinar content for any presentations or field 

events to generate qualified leads

3. Engage qualified leads and promote SSLO-WSA, SSLO-Firepower and SSLO-Palo Alto 

Networks NGFW joint solutions

4. Leverage SSLO-Cisco Security collateral and resources available to you to qualify SSLO 

opportunities in Cisco accounts in your territory

5. Always position SSL Orchestrator as a complementary joint solution in Cisco accounts  

6. Register your deal and inform F5 on qualified SSLO deals

7. Submit your SSLO Promotion claim upon closing the SSLO deal
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Questions?Please contact:  

Paul Reinke, Technical BDM Westcon

Paul.Reinke@Westcon.com
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SSLO Promotion SKU’s
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STANDALONE; DOES NOT INCLUDE BUNDLES

Eligible SSLO Promotion SKUs
SSLO Standalone SKU Product List Price

F5-BIG-SSLO-VE-08V18 SSLO VE v8 vCPU $24,995 

F5-BIG-SSLO-VE-16V18 SSLO VE 16 vCPU $46,995 

F5-ADD-BIG-SSLO-VE04
'<Only allowed on the SSLO VE 

Standalones. This SKU allows you to 

add 4 additional virtual CPUs>

$10,995 

F5-BIG-SSLO-I2800 SSLO i2800 $30,995 

F5-BIG-SSLO-I5800 SSLO i5800 $70,995 

F5-BIG-SSLO-I10800 SSLO i10800 $114,995 

F5-BIG-SSLO-I11800 SSLO i11800 $171,995 

F5-BIG-SSLO-I15800 SSLO i15800 $449,995 

F5-BIG-SSLO-I15800-N SSLO i15800-N $449,995 

SKU-Add SKU SSLO ADD Product

F5-ADD-BIG-SSLO-VE-1 VE 1G $4,995 

F5-ADD-BIG-SSLO-VE-2 VE 10G $8,395 

F5-ADD-BIG-SSLO-1 2000, i2000 Series $8,395 

F5-ADD-BIG-SSLO-2 4000, i4000 Series $12,595 

F5-ADD-BIG-SSLO-3 5000, i5000, 7000, i7000 Series $26,395 

F5-ADD-BIG-SSLO-4 10000, i10000, 11000, i11000 Series $46,795 

F5-ADD-BIG-SSLO-5 i15000 Series $122,995 

Note:  Subject to change due to new releases or EoL of SSLO SKUs
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Eligible Cisco Security Products

© F5 NETWORKS

▪ ASA

▪ Firepower

▪ Firepower Threat Defense

▪ Web Security Appliance

▪ WSA

Cisco Web Security -- ordering guide for GPL: 
https://www.cisco.com/c/en/us/products/collateral/security/cloud-web-security/guide-c07-736675.pdf

Cisco ASA & FTD -- ordering guide:
https://www.cisco.com/c/en/us/products/collateral/security/firepower-8000-series-appliances/guide-c07-737902.pdf

https://www.cisco.com/c/en/us/products/collateral/security/cloud-web-security/guide-c07-736675.pdf
https://www.cisco.com/c/en/us/products/collateral/security/firepower-8000-series-appliances/guide-c07-737902.pdf
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Eligible Cisco Security Products

© F5 NETWORKS

ASA, FTD and WSA Part Numbers ASA, FTD or WSA Software Subscription Part Numbers

FPR1010-BUN FPR4120-AMP-K9 ASA5525-FTD-BUN ASA5516-FPWR-K8 FPR1010-* L-ASA5506WT-AMP-* L-ASA5512-*

FPR1010-FTD-HA-BUN
FPR4125-ASA-K9 ASA5545-FTD-BUN ASA5516-FPWR-K9 FPR1010T-* L-ASA5506HT-TMC-* L-ASA5515-*

FPR1120-BUN FPR4125-NGFW-K9 ASA5555-FTD-BUN ASA5525-FPWR-K9 FPR1120-* L-ASA5506HT-TP-* L-ASA5525-*

FPR1120-FTD-HA-BUN FPR4125-NGIPS-K9 ASA5506-FTD-HA-BUN ASA5545-FPWR-K9 L-FPR1120T-* L-ASA5506HT-URL-* L-ASA5545-*

FPR1140- FPR4140-ASA-K9 ASA5508-FTD-HA-BUN ASA5555-FPWR-K9 L-FPR1140-* L-ASA5506HT-TC-* L-ASA5555-*

FPR1140-FTD-HA-BUN FPR4140-NGFW-K9 ASA5516-FTD-HA-BUN FMC1500-K9 L-FPR1140T-* L-ASA5506HT-TM-* L-ASA5585-*

FPR2110-NGFW-K9 FPR4140-NGIPS-K9 ASA5525-FTD-HA-BUN FMC2500-K9 L-FPR1010T-AMP-* L-ASA5506HT-AMP-* L-ASA5506-*

FPR2120-NGFW-K9 FPR4140-AMP-K9 ASA5545-FTD-HA-BUN FMC4500-K9 L-FPR1010T-T-* L-ASA5508T-TMC-* L-ASA5516-*

FPR2130-NGFW-K9 FPR4145-ASA-K9 ASA5555-FTD-HA-BUN FMC1600-K9 L-FPR1010T-TC-* L-ASA5508T-TP-* L-ASA5512-*

FPR2140-NGFW-K9 FPR4145-NGFW-K9 ASA5525-FPWR-BUN FMC2600-K9 L-FPR1010T-TM-* L-ASA5508T-URL-* L-ASA5515-*

FPR2110-ASA-K9 FPR4145-NGIPS-K9 ASA5525-FPWR-K9 FMC4600-K9 L-FPR1010T-URL-* L-ASA5508T-TC-* L-ASA5525-*

FPR2120-ASA-K9 FPR4150-ASA-K9 CON-SNT-A25FPK9 FS-VMW-SW-K9 L-FPR1120T-AMP-* L-ASA5508T-TM-* L-ASA5545-*

FPR2130-ASA-K9 FPR4150-NGFW-K9 SF-ASA-X-9.2.2-K8 FS-VMW-2-SW-K9* L-FPR1120T-T-* L-ASA5508T-AMP-* L-ASA5555-*

FPR2140-ASA-K9 FPR4150-NGIPS-K9 SF-FP5.3.1-K9 FS-VMW-10-SW-K9* L-FPR1120T-TC-* L-ASA5516T-TMC-* L-ASA5585-*

FPR2110-BUN FPR4150-AMP-K9 ASA5525-CTRL-LIC SF-FMC-VMW-K9 L-FPR1120T-TM-* L-ASA5516T-TP-* L-ASA5506-SEC-PL=

FPR2120-BUN FPR-C9300-AC ASA5500-ENCR-K9 SF-FMC-VMW-2-K9 L-FPR1120T-TMC-* L-ASA5516T-URL-* L-ASA5512-SEC-PL=

FPR2130-BUN FPR9K-SUP ASA5500X-SSD120INC SF-FMC-VMW-10-K9 L-FPR1120T-URL-* L-ASA5516T-TC-* L-FP-VRT-*

FPR2140-BUN FPR9K-SM-36 ASA5525-MB SF-FMC-KVM-K9 L-FPR1140T-AMP-* L-ASA5516T-TM-*

FPR2110-FTD-HA-BUN FPR9K-NM-4X40G FS750-K9 SF-FMC-KVM-2-K9 L-FPR1140T-T-* L-ASA5516T-AMP-*

FPR2120-FTD-HA-BUN FPR9K-NM-8X10G SF-FS5.2-K9 SF-FMC-KVM-10-K9 L-FPR1140T-TC-* L-ASA5525T-TMC-*

FPR2130-FTD-HA-BUN L-F9K-ASA-SC-10= FS750-Fpower-LIC FMCVIR-ENC-K9 L-FPR1140T-TM-* L-ASA5525T-TP-*

FPR2140-FTD-HA-BUN FPR9K-SM-24 ASA5506-FPWR-BUN L-FMCVIR-ENC-K9= L-FPR1140T-TMC-* L-ASA5525T-URL-*

L-FPR2K-ENC-K9= FPR9K-SM-36 ASA5508-FPWR-BUN FMC1K-ENC-K9 L-FPR1140T-URL-* L-ASA5525T-TC-*

FPR2K-ENC-K9 FPR9K-SM-40 ASA5516-FPWR-BUN L-FMC1K-ENC-K9= FPR21* L-ASA5525T-TM-*

FPR4110-BUN FPR9K-SM-44 ASA5525-FPWR-BUN FMC2K-ENC-K9 FPR41* L-ASA5525T-AMP-*

FPR4120-BUN FPR9K-SM-48 ASA5545-FPWR-BUN L-FMC2K-ENC-K9= L-FPR411* L-ASA5545T-TMC-*

FPR4140-BUN FPR9K-SM-56 ASA5555-FPWR-BUN FMC4K-ENC-K9 L-FPR412* L-ASA5545T-TP-*

FPR4150-BUN FPR-C9300-DC ASA5506-SEC-BUN-K9 L-FMC4K-ENC-K9= L-FPR414* L-ASA5545T-URL-*

FPR4115-BUN FPR-C9300-DC ASA5506-SEC-BUN-K8 WSA-S195-K9 L-FPR4150T-* L-ASA5545T-TC-*

FPR4125-BUN FPR9KT-SM ASA5506H-SP-BUN-K8 WSA-S395-K9 L-FPR4110T-* L-ASA5545T-TM-*

FPR4145-BUN FPR9KT-SM24-HA-BUN ASA5506H-SP-BUN-K9 WSA-S695-K9 L-FPR4115T-* L-ASA5545T-AMP-*

FPR4110-FTD-HA-BUN FPR9KT-SM36-HA-BUN ASA5506-K9 WSA-S695F-K9 L-FPR4120T-* L-ASA5555T-TMC-*

FPR4120-FTD-HA-BUN FPR9KT-SM44-HA-BUN ASA5506-K8 L-FPR4125T-* L-ASA5555T-URL-*

FPR4140-FTD-HA-BUN FPR9KT-SM40-HA-BUN ASA5506H-SP-BUN-K8 SMA-M195-K9 L-FPR4140T-* L-ASA5555T-TC-*

FPR4150-FTD-HA-BUN FPR9KT-SM48-HA-BUN ASA5506H-SP-BUN-K9 SMA-M395-K9 L-FPR4145T-* L-ASA5555T-TM-*

FPR4115-FTD-HA-BUN FPR9KT-SM56-HA-BUN ASA5508-K9 SMA-M695-K9 L-FPR4150T-* L-ASA5555T-AMP-*

FPR4125-FTD-HA-BUN FPR9KT-NM- ASA5508-K8
SMA-M695F-K9 L-FPR9K-24T-T*

ASA55??-FPWR-BUN

FPR4145-FTD-HA-BUN ASA5506-FTD-K9 ASA5516-FPWR-K8 L-FPR9K-36T-* ASA55??-FP-UPG

FPR4110-ASA-K9 ASA5506H-FTD-K9 ASA5516-FPWR-K9 L-FPR9K-40T-* L-ASA5506-TA-*

FPR4110-NGFW-K9 ASA5508-FTD-K9 ASA5525-FPWR-K9 L-FPR9K-44T-* L-ASA5506-URL-*

FPR4110-NGIPS-K9 ASA5516-FTD-K9 ASA5545-FPWR-K9 L-FPR9K-48T-* L-ASA5506-TAC-*

FPR4110-AMP-K9 ASA5525-FTD-K9 ASA5555-FPWR-K9 L-FPR9K-56T-* L-ASA5506-TAM-*

FPR4120-ASA-K9 ASA5545-FTD-K9 ASA5506-K9 L-ASA5506T-TMC-* L-ASA5506-TAMC-*

FPR4115-ASA-K9 ASA5555-FTD-K9 ASA5506-K8 L-ASA5506T-T-* L-ASA5506*

FPR4115-NGFW-K9 ASA5506-FTD-BUN ASA5506H-SP-BUN-K8 L-ASA5506WT-TP-* L-ASA5506W*

FPR4115-NGIPS-K9 ASA5506H-FTD-BUN ASA5506H-SP-BUN-K9 L-ASA5506WT-URL-*
L-ASA5506H-*

FPR4120-NGFW-K9 ASA5508-FTD-BUN ASA5508-K9 L-ASA5506WT-TC-* L-ASA5508-*

FPR4120-NGIPS-K9 ASA5516-FTD-BUN ASA5508-K8 L-ASA5506WT-TM-* L-ASA5516-*
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