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Announcement Overview 
SonicWALL announces the new PRO 3060 and PRO 4060 Internet security appliances.  The PRO 3060 and 
PRO 4060 are total security platforms for complex networks, utilizing six fully configurable Ethernet interfaces 
to provide powerful, enterprise-class firewall throughput and VPN concentration.  Complete business 
continuity is ensured through WAN redundancy, hardware fail-over and load balancing.  Using object-based 
management, administrators can configure multiple security zones for rapid deployment and installation. 
 
The SonicWALL PRO 3060 and PRO 4060 provide: 
 

WAN ISP Fail-over and Load Balancing. The SonicWALL PRO 3060 and PRO 4060 offer the ability to 
designate one of the user-assigned ports to function as a secondary WAN port, delivering highly reliable 
network connectivity and robust performance.  This secondary WAN port can be used in “active-passive” 
fail-over configuration providing a highly efficient method for distributing or load sharing outbound WAN 
traffic. 
 
Hardware Fail-over. When the PRO 3060 and PRO 4060 are in “hardware fail-over” mode, should the 
active unit fail, the passive unit assumes responsibility for forwarding traffic, offering greater reliability 
and redundancy.  The PRO 3060 and PRO 4060 feature a dedicated interface that communicates 
firewall status between the two devices. 
 
Multiple Interfaces per Security Zone. The SonicWALL PRO 3060 and PRO 4060 allow network 
administrators to group multiple physical interfaces into logical “Zones” for ease of management and 
flexibility.  Administrators can assign multiple network interfaces, including the VPN tunnel, to a pre- or 
custom-defined zone of an associated security policy.  Using zones as the logical addressing entity 
provides tremendous flexibility, scalability and added internal security when deploying SonicWALL 
firewalls in various network topologies. 
  
Multiple Configurable Interfaces. The SonicWALL PRO 3060 and PRO 4060 feature six fully 
configurable 10/100 Ethernet interfaces, allowing network administrators to create additional WANs, 
LANs, DMZs and custom-defined zones for greater network configuration flexibility and internal security. 
 
Object/Policy-based Management. The SonicWALL PRO 3060 and PRO 4060 allow network 
administrators to define an object, such as an individual user, a user group, network, service or 
interfaces, once and then reuse that object wherever it is needed. When security policies or object 
members change, the administrator can modify the object and propagate the changes instantly without 
redefining rules, enabling businesses to implement and manage security policies easily and consistently. 
 
Policy-based NAT.  While continuing to provide standard NAT (many-to-one) functionality, the PRO 
3060 and PRO 4060 also expose control of NAT policies to administrators for one-to-one NAT, many-to-
many NAT, one-to-many NAT, inbound Port Address Translation (PAT), flexible NAT (for overlapping IP 
addresses) as well as NAT policies on selective source/destination/source translations.  As a result, 
network administrators have more control and flexibility to support and manage various NAT 
requirements. 
 
Hardware AES Support. The SonicWALL PRO 3060 and PRO 4060 feature hardware-based 
acceleration support for the Advanced Encryption Standard (AES) encryption algorithm, underlining 
SonicWALL’s commitment to next-generation open security standards. 
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The SonicWALL PRO 3060 and PRO 4060 product and SKU information are as follows: 

 
SKU  Description SKU Description 

01-SSC-5365 SonicWALL PRO 3060 (US/Canada) 01-SSC-5370 SonicWALL PRO 4060 (US/Canada) 

01-SSC-5366 SonicWALL PRO 3060 (International) 01-SSC-5371 SonicWALL PRO 4060 (International) 

01-SSC-5367 SonicWALL PRO 3060 (Japan) 01-SSC-5372 SonicWALL PRO 4060 (Japan) 

SKU  Description 

01-SSC-5368 SonicWALL SonicOS Enhanced Upgrade with Support for PRO 3060 (US/Canada) 

01-SSC-5373 SonicWALL SonicOS Enhanced Upgrade with Support for PRO 3060 (International) 

01-SSC-5369 SonicWALL SonicOS Enhanced Upgrade with Support for PRO 3060 (Japan) 

Service & Support 

01-SSC-3060 SonicWALL 8x5 Support for PRO 3060 01-SSC-3062 SonicWALL 8x5 Support for PRO 4060 

01-SSC-3061 SonicWALL 24x7 Support for PRO 3060 01-SSC-3063 SonicWALL 24x7 Support for PRO 4060 

01-SSC-3064 SonicWALL International Support for PRO 3060 01-SSC-3065 SonicWALL International Support for PRO 4060 

 
 
To purchase a SonicWALL PRO 3060 or PRO 4060 Internet security appliance, contact a SonicWALL-certified 
reseller.  To find a reseller in your area, please visit http://www.sonicwall.com/howtobuy/index.html  or call 
SonicWALL at +1 888-557-6642 or +1 408-745-9600.  
 
Q: Which operating system (OS) do the PRO 3060 and PRO 4060 ship with?  Can I upgrade the OS? 
A: The SonicWALL PRO 3060 ships with SonicOS 2.0s (Standard).  In order to take full advantage of all the 
hardware and firmware features in SonicOS 2.0, customers need to upgrade to SonicOS 20.e (Enhanced).  
The SonicWALL PRO 4060 ships with SonicOS 2.0e out of the box. 
 
Q: Can I manage my PRO 3060 and PRO 4060 remotely using SonicWALL Global Management 
System (GMS)? 
A: Yes.  Like all SonicWALL appliances, the PRO 3060 and PRO 4060 can be centrally managed using 
SonicWALL’s award-winning Global Management System. 
 
Q: Which SonicWALL services and support packages are available as upgrades for the PRO 3060 
and PRO 4060? 
A: The value-added services and support packages that SonicWALL currently sells for the PRO 100, PRO 
230 and PRO 330 have been extended to include the new PRO 3060 and PRO 4060.  Available services 
include Complete Anti-Virus, Content Filtering Service, Global VPN Clients, ViewPoint and Global 
Management System.  IPSec VPN and VPN Client Sessions are standard with the purchase of the product. 
 
 

SonicWALL Complete Anti-Virus SKU 

5 Users (1 Yr Subscription) 01-SSC-3419 

10 Users (1 Yr Subscription) 01-SSC-3420 

25 Users (1 Yr Subscription) 01-SSC-3421 

50 Users (1 Yr Subscription) 01-SSC-3422 

100 Users (1 Yr Subscription) 01-SSC-3423 

SonicWALL Content Filtering Service SKU 

For Unlimited Node SonicWALL Products  01-SSC-5504 
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SonicWALL Global VPN Client SKU 

Single User License 01-SSC-5310 

10 User License 01-SSC-5311 

50 User License 01-SSC-5313 

100 User License 01-SSC-5314 

SonicWALL ViewPoint SKU 

For PRO Appliances  01-SSC-2902 

SonicWALL Global Management System (GMS) SKU 

SonicWALL GMS Standard Edition (10 Node License) 01-SSC-3363 

SonicWALL GMS Standard Edition (25 Node License) 01-SSC-3311 

 
Q: What support is included with the new SonicWALL PRO 3060 and PRO 4060?   
A:  Every SonicWALL PRO 3060 and PRO 4060 comes with a standard warranty, which includes 1-year 
advanced hardware replacement (return to factory), 90-day email and telephone support, and 90 days of 
software updates. Extended support contracts are available in 8x5 and 24x7 (local time) and include 
advanced hardware replacement and software updates. (Note: 8x5 support available in US, Canada, Europe 
and Japan.  24x7 support available in US and Canada only) 


