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Privacy Documents for the Transportation Security 
Administration (TSA) 
VIsit the TranSOO!falion Se<;!ritv Admlnistra!Jon ITSA! 

DHS/TSAIPIA-001 - Vetting and Credentialing Screening Gateway System (CSG) 

Vetbnq and Credentialing Screening Gateway SyS)em . January 14, 2005 (PDF, 15 p~s- 103 KB) The ConSOlidated Screening Gal-ay is 
the system of hardware, software and communications lntl'astnucture used by the TranspcxtaUon Secunty Administration to conduct securtty 

threat assessments on various transportation wont« and other populations related 1o 11'ansponation. 

Aasocllted SORN(s} 

• The CSG IS an IT lnfraslnucture system and not an agency program, it does not independenUy colleC! or maintain personally 
Identifiable lnformatioo. H~. !Tillny (W no! all} of the TSA programs that use the CSG collect and maintain Pit that are subject to 

the Privacy Hi The data for these programs ara part of existing TSA Privacy Act systems of records and each program's PIA 

Identifies which system of records apptoes to that program's data. 

DHS/TSA/PIA-002 - Hazardous ~terials Endorsement (HME) 

Hazard<lUs Materials Endorsement Amendment - September 16, 2005 (PDF, 14 ~ges- 188 KB) TSA conducts sec:~.~rtty threat assessments 
on lndllllduals applying for, renewing or transfening a Hazardous Materials Endorsement (HME) for a commercial drivers license (COL}. 

• OHSITSA/PtA-002(a) Hazard<lUs MateM!s Endop!Ament - January 26, 2005 (PDF, 15 ~ges- 75 KB) 

• OHSITSNPtA-002(b) Security Threat Assessment for lndlvkluats Holding a Hal'lrdous Materials Endo~Hment for a Commema! 

Oovefs License U!ldate - June 1, 2004 (POF. 7 pages· 215 K8) 

Associated SORN(s}: 

• OHSITSA 002 Transpcwtatoon §ecuntv Thr!al Assessment Svstem. May 19, 2010 70 FR 33383 

DHS/TSA/PIA-003 -Airspace Waiver and Flight for CerW.n Aviation Operations (Including DCA} 

Ausoac:e Wavers aod Fbaht for cen~'" Allt8t!O!J Qperatioos Clndudiro DCA! Update - s.ptember 20, 2005(PDF, 10 pages· 210 KB) For 

airspace wa'-'5, through a.raall operators, TSA collects and retainS personal informatiOn that is used to conduct a securtty threat 

assessment on the flight a-awmembers and passengers who wll be onboarcllhe aircraft while it is operating in te$1ricted airspace. The 

oolleebon of inrormation \WI differ sllghdy depending on the type of waiver/authorization requested. 

• DHSITSNPIA-003(a) Airspace Wajy&!'§ and Flight for Certain Aviatjon Ooeral!oos !!ncJyding DCA! · July 19, 2005 (POF, 0 pages· 444 

KB) 

Associated SORN(s}: 

• OHSfTSA 002 TranSOO!!al190 $!Q.Jr1tv Threat AssessmenJ System. May 19 2010 70 FR 33383 

DHS/TSA/PIA-00-i(b) - Visitor Management System (VMS) 

Visitor Management System NMSI Update- March 11. 2013 (PDF 4 pages -118 KB) The VISitor Management System (VMS) utilized by the 

Office of Securtty is a system by which computerized visitor logs wil be genen~ted and temporary self-expinng paper batlges wll be Issued 

ror all visitors entering the TSA Headquarters Buildings and the Transportation Security Operations Center. The PIA was updated to reftect 

lhat TSA field locations may use an electronic viSitor management system to manage viSitor information and provide ldentlflcaiiOO badges for 
visitors entering a facility. For example, TSA may deploy such electronic systems at an airport ror visitors to access Federal Secunty Director 

(FSD) offrces 

• DHSITSAIPIA-004(a} YiS!lor Manaaeroent SyS!em · My 14, 2006, (PDF 14 pages· 274 KB) 

Associated SORN(8}: 

• AI. inlonnation In the VMS is stored and retr1eved exoosively by date. Therefore, the VMS does not create a Privacy Aa system of 

records and does not requn a Privacy Ad notice. 
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DHS/TSA/PIA-005 - TSA Office of Transportation Redress 

TSA Qflg of TrnnS!)O!t3t!O!l Red!!S$- August 31, 2006 (PDF 20 pege3 - 3~7 1<8) The TSA Traveler ldenbty VerifiCation Program was 

~ N a voluntary pt0gr.1m to provide a forum tor oncl'<lduals v.aG bej•ve they have been unfall1y or lnc:or rectly delayed, denied 

boerding. or ldenVJed for adddlonlll screening at ClUt' natlon'a .-parts to request redtNa. 

Anocla~ SORN(s ): 

• OHSITSA 006 Correspondeooe and Mat1ers Traelina R9CX)(dJ- Apnl13, 2010 75 FR 18863 

• OHSIJSA 011. T!l!!!S!)O!tation S!c;un1y lntelogc!lO! Strype f•!es Aplt 13, 2010 75 fR 18867 

DHS/ISAIPIA-006 -Crew Vetting Pro~s1m 

DHS/TSAIPIA-008 - Sensitive Security Information for Uc;e in Litigarion 

Smtlkvt Securnv Information for use 111 Llt!Qat•on - December 28, 2006 (PDF. 17 ptges • 249 KB) TSA wtll conduct security 11\!!at 
aSSH5menta end cr1minal history I9COfd Ched<s on lndi11iduals HGklng accesa to Sensltlve $8QJrity Information ($$1) in a ciVIl proceeding In 
a Federal court 11\at demonstrates subSUntial need for relevant SSI in preparallon ollhe party's case may !!quest acceS$ to SSI In order to 

determine if an lndMdual rapteSentlng lhe party may ~ gn~ntacl access to SSI for 11\la purpose. 

AlloelaMd SORN(s): 

• DHSasA 002 Transportation Security nveat Assess~t SYS!.!Jll. May 10, 2010 70 FR 33383 

DHS/TSA/PIA-009 -Claims Management System (CMS) 

.c:u.o..M!IOIQ!!MeOt S!IS!em- February 5, 2007 (POF, 13 Pag~~s- 1~5 KB) The TSA Claims Management Office (CMO) inveslgates and 

adjudicat• Fedeli I tort darms filed agaJOst TSA. The CMO clevelcped the Claims M.,agement System (C'1S) as the primary tool lor the 

CMO to rl<lllve,lnvestigate. and adjudicale Federal loll dams against TSA. 

Anoela~ SORN(s): 

• Q!:tSf!SA !!w Co!resoondence !!!!d Ma!1ofsTradung Re a. - Apt 13. 2010,75 FR 18863 

• Ot1S/TSI< 009 Gene-al Le9a1 R!IC9!!!. August 18, 2003. 88 FR 4114gs 

DHS/TSAIPIA-0 I 0 - Univers~ Commercial Driver's License Se<.urity Thre.1t A!.se~sment (CDL) 

llnilt!!'sal C!r"!!!!I!QS! Qnve(s L10110$0 !CPU S<!c:yntv Th!!at At · •moot- Octobet t 2, 2007 (PDF, 18 ~$ - 222 KB ) The Transportation 
Seo.rily AdJ1WIIIIration (TSA) wil conducl secunty threat a-nts on Commeldll ~$ License (COl) hoidefs. COL holders are 

lcensed ID operate ta~ge comme<dal motor vehicles thai potentllilly po141 !htula 10 lt'ansport3bon Mc:llrfty Congttis direded TSA to 

pertonn lhreat ale$$ITllllliS en oel1ain COL holders in the SAFE PORT Ad 1'\.C) L NO 1011-347. 120 Stat. IW (2006). Snce the pote'ltal 

threat extend$ beyond pons, TSA willperlorm security lhr .. t NMSSments on .. COL hold.- pui'IUant to~~ aulhorfty undero49 USC §114 

(f) which gi~~es TSA broad authority "to aSSI!ss threats to tranii)Ortatlon" tnduding vonlng persons who could pose a threat to transponalion. 

Aasoela~ SOON(a): 

• OHSITSA002 Iran§!)Of!ai!O!l SeaJ!!ty JhreatAsseS!I!ICo) Syr.tem. ~y 18,2010 70 FR 33383 

DHS/TSAIPIA-0 I I - Airmen Certificate Vetting Program 

OHSITSNPIA-01 1 Airmen CertifiCllle yeuong Prooram- October 22, 2007 (PDF 17 pll(les - 282 KB) TSA will conduct a security threat 
assessmef11 on an Federal Aviation Administration (FAA) Airman Certlflcate apphcants and holders to ensure that the indio;;dual does not 

pose or IS 1101 suspeae<1 of posing a lhntat to transpoflatJon or Mbonal sec:urtty r M Airmen Cenrlk:ate holdera Include pilot~>, air cnws, and 

others~ to hold a c::ertiflcate punu..,lto FAA regW!Jons 

AMOCiated SORN(s): 

• OHSITSA 002 TransportabO'\ Seg.ully Threat A5sessmeut System May 19, 2010 70 FR 33383 

DHS/TSA/PlA-01 2 - Transportation Wo rker Identific.1tion Crtdenti~ (TWIC) Prognm 

OHSITSA/PIA-012 l@moorta!ion 'Mine lc!ent(gi!O!l Credl.'flb. Pr .snm F.,~ ,. October 5, 2007 PDF, 23 ~s • 211 KB) TSI< 

~a joint Final Rule wi#\11\e Ur.ted States Coast Guard (Coast Guard) 10 implemel1t a Transponabon Wortler ldentilicat!O!l Credentlal 

(TWIC) program to proiiKie a biomelllc ~nUallhat can be U5ed to confinn the ldent.Cy of WOII<.ers in 11\e nabonaltransportation system. 

TSA wilt conduct a saa.rlty Ill real assessment and cr1minlll hi MOlY recon1 chec:lc befote tiSU10Q the credential. 

TWC l:f'RM No>OL of f>roposell RLJemaltnq <NPRM) !or the ISA T(JI)MX11111j0n VMM< lde!J:;fca1•on Crrdfl!l!a! CTWIC> -May 11 2006 

(POF. 11~ ~s - 17SKB) 

!rlnspo!!abon IM?r!s• ldeoltfteation Cre<!eot.al f!YIJICl Prog!Jim November 5, 2004 (PDF. 21 pages - 321 KB) 

Aasoclated SORN(a): 
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• OHSITSA002 TranS!!OftaliQn Sec!!ritv Threat A,....s.,ment System. May 19, 2010 70 FR 33383 

DHS/ TSA/ PIA- 0 13 - Federal Flight Deck Officer Program (FFDO) 

OHS/TSAIPIMJ13 Fedefal EI!Qht Oack oma:c Prpgn!lll · January 10, 2008 (PDF, 17 Pages. 350 KB) Under Federal Flight Deck Otllcer 

(FFDO) program, TSA deputizes qualified vaunteef pilots and night crewmembers of passeoger and cargo aircraft as law enforcement 

offlc:ets 10 defend the ftight deck of 8lrCnlft against ads of cnminal violenoe or air piracy. TSA colle<:ts data on pilots to assess the 

qualification and sultabllty of prospec;live and rurrent FFDOs through an online appication, and to administer the program. 

Associated SORN(s): 

• OHSfTSA 001 Traosportahoo SegJoty EIJ!orc»ment R!!O!Xd $\'Stem. May 19, 2010 75 FR 28042 

• OHS/TSA 013 Fede!JI Fl.ght Qed< Qlliqr Record System Apl11 13, 2010 75 FR 18860 

• Final Rule for Prtyacy Act El<emplloni June 25, 2004, 69 FR 35536 

• OPM/GOVT-1 Genernl Personnel Rtc9fds. June 10, 2006 71 FR 35356 

DHS/TSA/PIA-014{a) - Crew Member Self Defense Training Program 

Crew Member Self petaose Training ICMSOD program Julv 24 2013 <POE 8 oaoes 153 KB). TSA'S CMSDT P;ogrnm is a voluntary se1r 
defense ltalning course for U.S. commerclal and cargo air camer crew me~n>. The program trains crew members on hoW 10 defend the 

night deck against ads of crtmlnal violence or air piracy. TSA prelllously pubWstled a PIA on this program on Febluary 6, 2008. TSA has 

collected CMSOT Program lnfOrmauoo prlndpally thrOugh completion of an electronic registraUon form hosted on the TSAgov web Site. At 
times. lnformaUon was collected through paper fom>e. TSA has updated the PIA to reflect that II will: (1) collect information from aew 

memben> solely through electronic means: and (2) conduct personnel serurity suitabiity checks on American Assodation of Comroopjty 

College s;te Coordinators so that they may be granted ecooss to an existing secure TSA web-based system In order to process reglstradons 

on behan of crew members. 

• OHSfTSAIPIA.Qt4 Crew Mtr@tr St!f Defense Trninong !CMSOT\ Program . February 6, 2008 (PDF, 14 Pages . 325 KB). 

Associated SORN(a): 

• DHSIA!!-003 PHS 5ecun'Y General Traonona Records ytee DHSfiSMl03 TransportaUon Facil~ation Record$ December 10,2004 69 
FR 71828 

DHS/ TSA/ PIA-0 15 - Tactical Information Sharing System Update (TISS) 

OHSITSAIPIA.Q15 Tadicallnformabo!J Shanng Svstem illS$! Update . June 1, 2008 (PDF, 16 pages . 202 KB) The Tac11callnformation 

Sharing System (TlSS) reoeives, assesses, and dlstnbutes intelligence iotormation related 1o traosporlaiJon security to Federal PJr Mai'$J'!IIIS 

(FAMs) and other Federal, State, and local law enforoemeot. nss applies to al transporlatoon modes, not just aviation. 

DHSfTSAIPIA.Qt5{a) Taqocallnformabon Shanng Svstem . MarCh 28, 2007 (PDF, 11 pages. 246 KB} 

Associated SORN{s): 

• OHsasA 001 Trgnsportotlon Securitv Enforoernent Res;ord SvsJem. May 19, 2010 69 FR 71828 

DHS/TSA/PIA-0 16(a) - Screening of Passengers by Observation Techniques (SPOT) Program 

DHSfTSAIPIA.Q16{a) Scrrenona of Passengers bv ObseM~tion T&<:t!nogyes <SPOil Program, August 5, 2011 (PDF, 4 ~s- 13Q KB}. The 

Screening of Passengers by Observation Tecllniques (SPOl) program is a behavior observation and analysis program designed to provide 

the Tran5p0rtation Serurity Administration (TSA) Behavior Detectlon Offooers (BOOs) with a means of lderotlfying peraons who pose or may 
pose potenbal transportabOO security risks by foruslng on behaviors indicative of high levels d strass, fear, or deception. The SPOT program 

Is a derivative of 011\er behavlonll analysis prog-ams thai have been successfully emplOyed by law enfort:ement and serurity personnel both 

in the U.S. and around the wond. This PIA update reflects that TSA will pilot the use of BOOs as pan d the security checkpoint process. by 

incorporating BOO lnterad!on woth passengers. 

OHSfTSAIPIMl16 Scoenong of Passena9fs by Observation TechniQues ISPOD Proaram • August5, 2008 (PDF, I 2 Pages · 237 KB) 

Associ1ted SORN(a): 

• OHSfTSA 001 , Transpo!!al!on Stcun!y Enforcement Record System May 19, 2010 75 FR 28042 

DH S/TSA/PIA-0 17 - Large Aircraft Security Program (LASP) 

TSA has issued a Notice of Proposed Rule Making (NPRM) which would establistl a security program caled the, Aircraft Security Program 

(LASP) for tile large alrcran operators and will require sea.i!y threat assessments (STAs) lor vanous categof1es d lndMduals Large . This 
Privacy Impact Aswnment (PIA) Is being conducted in conjunction with a the NPRM. The PtA wil be updated to relied any changes made 

pllor to publication of the Final Rule. No infonnation will be collected by TSA prior 1o Jl'blication of lhe Final Rule. 

OHSITSA/PIA.Q17 Large AofC@fl S!!Qitily program· October 2, 2008 (PDF, 17 ~s. 253 KB) 
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Aosoclated SORN(s): 

• OHSf!SA 002 Transportat1011 Si<;yr\ty Threat AsM55!Jlt!ll Sy5lsm. May 111, 2010 70 FR 33383 

DHS/ TSAIPIA- 0 I B(g) - S~ure Flight Progmn Up<Ute 

Seai(J FIK!h "!Nram Ur.date [)!Qerrber 8 2014 Pot R A" TSA's S.CUre Flight ~m sa-. 8Via:lon passengeB .00 oel1ain 

noo-1raVtltl$ before they access aorport sterile areas"' board a.lallft. Ths PIA Updat• update rvft.c:ts 11M incorp01ation ol nsk-based 

essesamenta generated by allallft operators using data In lhK eXJsting Computer-Assisted Passeng« Presaeenong Systems (CAPPS). 
CAPPS aSSMSments are used in riSk-based analysis ol S.O.re Flight .00 O!h« pteiCt'Mfling data !hal procM>t a boarding pass printing 

result lot aec:l'l passenger. In addooon, the update r811eds !Nt S.O.re Flight l~es chec::k5 aganst watdllrsts of lost and stOiefl tra\lel 

documents. nduding ~ passpcxts. lbts updat•IMO twftects U>e addition Of l'eQ)(ds Of TSA .00 DHS employees who h- opted

in to TSA ~as anot1er known II'INeM populatJon 8lored by S.O.re Flight U!Mss ~no*!. the infotmaDon pro~ In 
pre\Ocully published PIAs remans on effect ln<ivo<llals are encouraged 10 read eft progr.m PIA$10 tuHy und«Stand TSA's pnwcy 

assessment ollhe Sea~re Flight program. 

Previous PIAl. 

• ~18(1) SNJm fliq!Jt Septeml!er 4 2013 PDEZ paoes 173 KB 

• PlM>18(•) Sl!gJre E~ght Prpsram U!)date Apr1113. 2012 (POE. 7 pages -155 KB) 

• PIMl18{b) Strure Flghl pmgram Uodate - August 15, 2011 (POE, 10 pages· 20e KB) 

• PIMl18(a) Secure Eloght Program UPdate - October 21, 2008 

• PIMl18 S!!Cl!re fSqhl Program - August 9, 2007 (PDF. 2g pege3- 215 KB) 

Assoeloted SORN(a): 

• DHS/!SA 001 Transportation SewniY Enforcement Rewd Svstem May 1G 2010 75 FR 28042 

• DHSIT§AO! t, Transportatoon Ses:untv lntelli9etJ9e Servic! Files. A¢113, 20t0 75 FR 18867 

• 0!1Sf!SA019 Sew!!! flog!!! R!QO!!ls JiDJart 5 2015 80 FR233 

DHS/ nAIPIA-0 19- Air Cvgo Security Requirements 

OHSIT'SNPIA-01G &r<:atgo Seo,nty Ryqu"V'11Qnts Upd:' • ~ 12, 2008 (POF, II ,_983- 294 1(8) Pursuant to the Final RIM for 1Ur 
Cargo Secunty Requrrements. TSA wW COiled and relan penona1 infonnatJon eboUI tour sets of lndlllduals lot lhe porposes ol conQictiog a 

security threat aseessmenl The first set consists ol oertafl lndivrQials Who hll,., "' .. applying fO<. unftCOfled access to air cargo The 
sea>nd se1 consists of eado in<iwlual v.tlo Is a sole proprietor, genenr1 partner, ofllceor 0< dn<:lor olen lAC 0< an applcant to be an lAC, and 

oenaro owners olen lAC or., app1cant to be an lAC. Thll tlwd Mt ccn..,U of known lhow-rs Who ere on<!MdUIIIs The fowlh set consists ol 

onchlduels v.tlo ., addtion to 11aw1g ~access to cargo h- respon$1bi.!les for~ cargo under 4G CFR 1544. 

OHSITSNPIA-019(a) Fonal Rule for TSA's p.r Carao Sea.or!lr Rtgulrtments- May 25, 2006 (PDF, 14 pages - 177 KB) 

AISOCIIUI(l 50RN(I): 

• QHSfTSAQQ2 Tcansportaton SeglliV lbf!!aiA!sessment SyflltCl May 19, 2010 70 FR 33383 

DHS/TSA/PTA-020 - Securily Threat Assessment for Airport Badge and Credential Holders (SIDA) 

OHSfTSAIPIA.C20 Secuntv Threat Assessment tor A!roort Badge and Credential Holders- June 2, 2008 (PDF, 13 Page$. 204 KB) TSA will 
conduct S89lf1ty threat assessments on individuals with unescor111d access authorily to Serurily ldentlflcation Display Areas (SIOA) ol 

airports. workera who perform duties In airport sterile a-eas, and Individuals who .,.. applying lor thew poSitlons (re1e~ to collectively as 

SIDA and Sler1t. Area Workers). 

• OHSITSAIPIA-()20(a) Seam Threat Assessment lor S!OA lOS! Ster1!e AI\ ~·August 10, 2005 (PDF, 7 pq3- 169 KB) 

• OHSfTSAIPIA-020(D) SIOA and Sterile Area WO!I!Cfli • JIJilt I e, 2004 (POF, 7 F»gtS - 201 KB) 

Associated SORN(a): 

• DH$/TSA 00~ r ,..n$1!0Ct!DcY! S!alr'!'Y Thr981 Assul!!!!l!ll S'fW!'l. May 19, 2010 70 FR 33383 

DHS/ TSA/ PIA- 021 - Stand-Off Detection (SPO) 

OHSfTSAIPIMl21 Stl!ld-0!! Delec!!oo tSeot- Oeoember 23, 2008 (PDF. II ,_ge3 • 1112 1<8) TSA wit deploy advanced expi0SIIIe5 ~tedlon 
technology usrng passille rmtimete.- wave (PMMW) ~ technologies as part of ~ agency's etrons to enaure the safely ol tr.avelenl. 

TM Objedllle Is to !Cientfy lndM<IIulls who may seek to delonale ~sIn nnspoN!Jon taalbes 

• DHSf!SA 001 TCWJsoonallon Sej;uQJy En(Orcemenl R!lC9!d SystlfD. May 19, 20t0 7!1 FR 28042 
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DHS/TSA/PIA- 022 - Maryland Three (MD-3) Airports 

DHSJrSAIPIA-022 Ma!'llaod Three IMP-3! Airports· February 20, 2009 (PDF, 14 pages· 159 KB) TSA oonducls secumy threat 
assessment$ and mgerpnnt-based Criminal Hislory Records Cl'le<:ks (CHRCa) on pilots who operete aircraft and apply for pnvili!jjes to ny to 

or from the three General Avialion airports in the Washington , D.C. reslricted flight zones (Potomac Airfield, Washington Ex8Qitive!Hyde 

Field, and College Park Airport), otheowise l<nown as the Maryland Three (M0-3) program, and for the Airpon Secur1ty COOI'Clinator (ASC) at 
a M0-3 arport. 

Associated SORN(s): 

• QHSfTSA 002. Transpo!ta!IOO SeQ!nty !Jnat A§se5Sment System. May 19, 2010 70 FR 33383 

DHS/TSA/PIA-023 - HR Access Program 

OHSfrSNPIA-023 HR Access Proqom • July 26, 2009, (PDF, 17 pages • 171 KB) The HRAc:ce5S Program streamlines TSA human cap~al 
functions utilized to COiled, store, and disseminate payroll, baneftts, and otherW0<1cforceo{'9!aled information tor e~ees and candid Mea. 

Associated SORN(s): 

DHSfTSA-022 Natlo!l!!l Flnanve Ceoter PavroiiiPersoonel System tNFCl. July 17,2006, 71 FR 40530-40532 

DOUQOVT-1 Office of Workers' Comoensa!lon ProQrams Federal Emplovees' CompensatiOn Act Fole. Apt116, 2002, 67 FR 16826-
16629 

MSPB/GOVT-1 Appeals and Case R990rds. November 21 , 2002, 67 FR 70254-70256 

OGE/GOVT-1 Exgcubve BrnOCI! public Fmandal Oisdosyre Reports and Other Ethics Program Records, January 22, 2003, 66 FR 
~3101 

OGEJGOVT-2 ConOs!eoUal Statements Of Enplovrnem and Finandallnterests, January 22, 2003, 66 FR 3101-3103 

OPM/GOVT-1 General PerS9!Jnet Records. June 19, 2006, 71 FR 35342-35347 

OPMIGOVI-2 Emp!oyn Performance Flle SYstem Records, June 19, 2006, 71 FR 35347-35350 

OPMIGOVT-3 ReC9fds of Adyme Act!O!ls Performance Based ReductiOn In Grade and Removal Actions ang Ienmnal!on of 
Probatooners June 111, 2006 71 FR 35350-35351 

OPMIGQVT-5 RecOJt.rn Eyr!lj!'ung and Placement Records, June 19,2006 71 FR 35351-35354 

OPM/GOVT.a P!!fSOnnel Rtstarc:b and Tesj Vahdabon Records, June 19,2006 71 FR 35354-35356 

QPM/GOVT-7 AoohCW!! Race Salt Na119!'lal OO<J!!1 and Disabilrty Records, Jme 19, 2006 71 FR 35356-35356 

• OPM/GOVT-9 PostiiQ!! Cla"-"f<:a~on Apo!!ats Job Grnc:t"a Appeals and RQ!a.ned Grade or Pav Appiats, June 19,2006 71 FR 
35356-35360 

QPM/GOVT·10 Enp!Oyn Medtcal File SySiem Records, June 19, 2006 71 FR 35360-35363 

TREASURY/BP0.002. Unoted States SaVIIlQs Type Secuntles, July 23, 2006 72 FR 4~2909 

SSAI!lQ-0059 Earnings Rec;ordlna and Self:£mploymenti!100!J!e System, January 11 , 2006 71 FR 1819-1823 

DHS/TSA/ PIA-024(b) - Credential Authentication Technology/Boarding Pass Scwning System 
{CAT/ BPSS) 

CA T/BPSS UPdate. January 18, 2013 (PDF 9 pages, 150 KB). This system validates the authenticily of pa&Seflger identily doalments 

and/or bOarding passes et TSA socurtty ched<points. TSA is updating Its PIA to reflect that II wil networt CATIBPSS In order to transmit data 
from the Secure Flight database to CATIBPSS deviGe$ at socurity checkpoints. This PIA update applies to altlocaUons where TSA wiU plot 

and deploy Secure Flight connectivity. IMlere TSA continues to operate CAT/BPSS devives without Secure Flight connecll...;ty, tle 

previously published PIA& deled November 29, 2007 and August 11, 2009, remain in effe<:t. This adivity does not altON' the privacy posture of 

the data obtained previously by TSA for the Secure Right program. 

• OHSfTSAIPIA-024(a) Cre<lent!al AytheotJcation Technology/ Boarding Pass Scanning System UPdate- August 11, 2009 (PDF, 77 
pages· 1113.1 KB). 

• OHSITSAIPIA..Q24 Soard•ng Pass Scann!no System· November 29, 2007 (PDF, 7 Pages- 163KB) 

Associated SORN(a): 

• DHSfTSA~19 · Secure F!gl!t Reoords September 10 2013 78 FR 55270 

DHS/TSA/PIA-025 - e-Law Enfon:emenl Officer Logbook Program (e-Logbook) 

OHSfTSAIPIA~25 t-Law En!orr.ament O!llcar logbook Prog<i!!11 - August 31, 2009 (PDF, 16 ~~s • fPO KS) The t-logbook Is as an 

electronic means of togging and confirming the identity of law Enfon::ernent Officers wi1l'l a need to Fly Aimed (herelllafler LEOFA). lEOFAs 
must saUsly the requirements se11orth in o49 CFR § 15o4o4.219, carnage Of accessible weapons, prior to being admitted Into an alrp011's sterile 

area or on-board a commercial aircraft. 

Asaocloted SORN(a): 

• OHSfTSA 001, Transport81ion Security Enforcement Record Svstem. May 19, 2010 75 FR 280o42 
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DHS/TSA/PIA-026 - Alien Flight Student Program (AFSP) 

Allen El9ht S!ydent Proa@m July 28 2014 !PDF 13 paaesl. TSA conducts Security Threat Assessments (STA) on lndlllkluals who are not 

u .S. atizens or nationals end other Individuals designated by TSA seeking flight Instruction or recurrent baining from Federal Aviation 

Adminlsbation (FAA}-cer1ffied flight training providers. TSA previously conducted a PIA and PIA Updates for the AFSP. TSA conducted this 
PIA because several updates to AFSP have been made, lnduding: 1) TSA performs nacurrent vetting of covered individuals: 2) The Defense 

Attache collects biographlc information and creates a record In AESP about foreOI mil~ary pilots endorsed by the Department o1 Defense 
(DoD) for flight training in the UnHad Slates; and 3) TSA has submitted an updated National Archives and Records AdmoniS1rallon (NARA) 
schedule to change records retention to 80 years in order to penni! TSA to comply With a requirement that n re-use ftngerprtnts for recurnot 

flight training during lhe tie o1 the covered indi'o'ldual. This PIA should be read as a stan<HIIone document. Upon publication ol this PIA, the 

previous PIA and PIA Updates for AFSP will be retired 

AssOCiated SORN(s): 

• OHSITSA 002 TransDOftation Securitv Threat Assessmem System. May 19, 2010 70 FR 33383 

DHS/TSAIPIA-027 - Workplace Violence Prevention Program 

OHSrTSNPIA-027 WO!!(place yjO!eoce Prevention P!ooram - March 30, 2010, (POF, 11 pages - 156 KB) The VVOrl<place Voolence 
Provention Program Pf'O"'des. national guidance to TSA program coordinators regarding the prevention of, and response to, incidents of 

actual or alleged workplace 'o'lotence; reviews reporiS of credible threats or actual inddents ol workplace violence; provides advice and 

guidance to progmm coordinators and management regarding agency action; and coordinates trnining for program coordinators and TSA 

employees and contractors. 

Associated SORN(s): 

• DH$/TSA 023- Wor1qlles;e VIOlence Preyenbon Program. February 23, 2010, 75 FR 8096 

DHS/ TSA/PIA-028 - MyTSA Mobile Application (MyTSA) 

DHSITSA/PIA-028 MyTSA Mobllt AppNcation July 1, 2010 (POF, ~ ,nges- 194 KB) Transpor13tion Security Administration's (TSA) MyTSA 

consists of a mobile and an rrunes application that provides the traveling public access to relevant TSA travel information via any mollie 

phone wtth internet acoess. MyTSA enables individuals to acx:ess such Information as the types of ~ems that may be carried through TSA 

security Checkpoints, basic infonnation regarding TSA CheCkpoint policy, estimated walt times at TSA chedlpoints, and OJrrent travel 
conditions. The MyTSA application does not collect or use J)Cfsonally identiflal>te •nfoi'IM!ion This Privacy Impact Assessment (PIA) 

addresses the privacy i~ of TSA's use ol mobile media for delvemg information to the publiC. 

DHS/TSA/PIA-029- Operations Center Incident Management System Update 

Assoaated SORN(s): 

PHSrTSA 001 Transoor!aJjon Security Enforcement Record SysJem. May 19. 2010 69 FR 71828 

DHSrrSA 002 TranSQO!latioo Securitv Threat Assessment System. May 19. 2010 70 FR 33383 

DHSf!SA 011 Transoo!lmtoo Secunty onte!Lgence Sef'V!ce Files. Apf\113. 2010 75 FR 18867 

DHS/TSA/PIA-030(a) - Access to Sensitive SeCW'ity Information in Contract Solicitations (SSI) 

OHSITSAIPIA-030(a) Access to SeoSdJve SegJntv lnfocmatfQ!l _n Contract SO!idtat!ons Update July 27, 2012 (PDF, 4 pages - 662 KB) The 

Transportation Security Administration (TSA) curre<1!1y conducts security threat assessments (STA) on individuals and companies that seek 

access to Sensitive Security lnfonmation (SSI) necessary to prepare a proposal in the pre-contract award phase ol contracting With TSA. SSI 
Is a form of unclassified information that If publidy released would be detrimental to transportation security. The standards governing SSI 819 

promulgated under 49 U.S.C. § 114(r) in 49 C.F.R. part 1520. There may, however, also be circumstances under which individuals and 

companies will require access to SSI In order to prepare a proposal for contracts with otller governmental agencies (federal, state, or local 

level) or with private industry. TSA is updating its Privacy Impact Assessment (PIA) to reflect that TSA Wil perform STA on indiVIduals and 

companies seeldng access to SSI tn onler to prepare a proposal With such other entities. 

OHSITSAIPIA-030 A!;a!ss to Sffi~•t1ve Seamtv lnfoqna!jon !Q Contract Solicitations September 9, 2010 (PDF, 12 pages- 210 KB) 

Assocl•ted SORN(a): 

• OHSa$A 002 Transportation Secudly Threat Asses$mmt Sy@m. May 19, 201 o 10 FR 33383 

DHS/TSA/PIA-031 -Exit Line Breach Control (ELBC) 

DHSITSAIPIA-00 t ELBC System Exot Lone Brearo Control System December 28, 2010 (PDF, 6 pages - 164 KB)The Transportation 

Sealflty Administration (TSA) is conducting an assessment of Exit Lane BroaCh ContrOl (ELBC) systems for use in airports. Tho assessment 
will evakJate the ELBC systems' cepabiity to monitor traflie ftow at the exit Janes from the sterile areas of the airport and initiate an aoutomated 

response if" :iJlPGars that an indi~duaJ Is enteling the stertle area through Jhe exit lane. TSA will make results ol the assessment available to 
airports seeking to implement sucn systems. This Privacy Impact Assessment (PIA) is being conducted to provide transparency Into TSA 

testing affecting the pubtie and the collection of images as part of the assessment. If TSA dec:ides to implement such systems for ~s own use. 

a new PIA will be conducted. 
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DHS/TSA/ PIA-0 32 - Advanced Imaging Technology (AIT) 

• All mlated documents can be found ~ere 

DHS/TSA/PIA-033 - TSA Enterprise Search Portal (ESP) 

DHSITSAIPIA-003 Transportaloon Seg!ntv Adron!!!'!lhon Enterpnse Search Portal !ESP! - May 5, 2011 (PDF, 12 pa~~. 200 1<8) The 

Transportation Security Administration {TSA) is implemenbng a selWCh capability to enable auttlOfized users to search or cllscover1data held 

by separate databases Within TSA. The search fundion will be known as the EnterpriSe Search Portal (ESP). TSA Is condudlng this Pl1vacy 
Impact Assessment to assess ptlwey 1!11l8CIS associated with this capability to search aaoss multiple dalabases. The systems being 

searched are oovered by other PIAs or are otherwise oompllanl with the E-Govemmentl>d of 2002. 

Associated SORN(a): 

• Transoortation Segujtv Enforcement Reoord System CTSERSl DH$1TSA 001 . May 19, 2010. 75 FR 28042 

• Transoortatlon Sewritv lbreat AsseS!!ment System CTST AS>. OH$1TSA 002. May 19. 2010, 75 FR 28046 

• Traosooriatlon Securitv lnteJ!iaence Seooce CTSISI Operation fjl!!s QHSfTSA 011 . Apr113, 2010.75 FR 18867 

DHS/TSA/PIA-034(a) - TSA Enterprise Performance Management Platform (EPMP) 

TSA Enterorlse performance Manaaemeot Plattonn IEPMPl Eebruart 3 2014 CPDE 6 paces 137 KBl. This TSAsystem is designed to 

assist in perfonning security management functions using a wide variety of data aSSOCiated with security. equipmenl, and saeering 

processes frOm !SA's security 3dlv»ies. EPMP maintains Pit on members of the pubWc In excess of basic oonl3cl information. which 

lllggered the requirement to condud the original EPMP PIA dated May I 0, 2011. TSA updated this PIA to re!lect 1) the Inclusion ot the 
Visible Information Management System (VIMS), a data management module w~hin !hi! EPMP framewortt that wpports the Visible 

lntem1odal PrewnUon and Response (VIPR) Program; 2) U1e tranSfer of payrolllraOsactions for Transportation Security Officers (ISO) from 

the Pertonmnce Management Information System (PM IS) to the Airport Information Management (AIM) System; and 3) tne stOfing of Pit on 

individuals identified In the Temlrist Saeenlng Database {TSDB) as posing a tina! to lransportation or national security In U1e AIM System. 

OHSfTSM'IA-034 Tnw!SQO!!Abon Sf'C!Jntv Admlnls!r;!tloo Enterpnse pertormance Management Plalform lEPMPl May 10, 2011 (PDF, 

15 pages- 200 KBJ. 

Associated SORN(s)· 

OHSITSA 006 AIM CooJSDO!ldence and Mar!!f'S Trad<Jng April 13, 2010,75 FR 18863 

OPMIGOVT-1 O!flce or Pmonnel Management, Genem! P!!f$00!!!!4 Recon!s, June 19, 2006, 71 FR 35356 

PHSITSA 022 NatiO!lal Finance Center payro I Pe!'$01Jnel System, July 17, 2006, 71 FR 40530 

QHSITSA 001 PM IS Tt!nspona!lon Seamty Entors:ament RI!SXI!d System CSERSI, May 19, 2010, 75 FR 28042 

OHSGSA 011 Transpo!ll!flon SACUnty lniPih!!Pnce Serytce !ISIS! Operation Files, April13, 2010, 75 FR 18867 

DHS/TSA/PIA-036 - TSA Canine Website System (CWS) 

OHSITSAIPIA-036 TransportatiOn Secur!IV Adroto1stration Cj!!Jioe Websrte System lCWSl January 13, 2012 (PDF. 15 ~- 212 1<8) 

Under the Aviation and Transportation Security Act (ATSA). the Transportation Security Administration (TSA) Is responsible for seaJnty In all 

modes of lransportation liSA's NaUonal Explosiws Oetedlon Canine Team Program (NEOCTP) pmpares dogs and handlers to quiddy 

locate and Identity dangerous materials t~at may present a t~reat to transportation systems. The NEDCTP operates the Canine website 

System (CWS), which is a web-based system dll$lgned to assist In coordinating operations. The CWS is the central management database 

for all NEDCTP reoords and operations. The CWS COllects personally Identifiable lnfonnation (PII) to facllitate training, foster communicatoon, 

and to perform administrative lundlons. Because this program entails a new oolleetion of information by TSA about members ot the pubic In 

an identifiable form, the E-Govemmenl Act of 2002 and the Homeland Security Ad of 2002 require that the ISA oonduct a Priwey Impact 

Assessment (PIA). 

Associated SORN(a): 

QHSIAII-003 - Oepaameot o1 H9mtlaod §ecuritv General Trainino Records November 25, 2008, 73 FR 71656 

• E1nal Ryle for pni@C)( /!d ExempltOns Nollember 25, 2008, 73 FR 71521 

DHSIALL-004 - Generallnfo!mation Tec!Jno!oayACC!!§S Account Beoords System CGITAABSl September 211, 2009.74 ER 49882 

DHS/TSA/PIA-037 - Automated Wait Time Technology {AWT) 

()HSITSA/PIA-037 Transportation Sewnty Adroo,stration Automate<l W8jl Jjme /AWQ Technology A!Jaus! 3 201 2 (PDF. 9 pages -140 
K8) The Transportation Security Administration {TSA) wiJ test and deploy ~e!ll$ automabng the collection of Information to calculate 

passenger average walt time in the checllpoint queue. !SA's Automated wa" Trne (Awr) system utilrzes Information broadcasted from 
Bluet~nabled delllces earned by indivicluals in the general cbecllpoint queuing area to cak:ulate wail Urnes and deploy resources. as 

approptlate, to reduce delays in cbedcpoint quel.IOS. In the interest of transpamoey to the public, this Privacy lmpad Assessment (PIA) is 

conducted pur111antlo Sectlon 222 of the Homeland Security I'd to assess prtvacy risk from the AWT system. In order to ensure that AWT 

systems sustain and do not erode priwey protections, TSA developed and if11)1emented processes 1111 gi~~e efled 1o the Fair Information 

Practice Principles while generating statistical data uSed for improVIng checllpoint operations. Nole: lllere Is no SORN associated witlllllis 
PIA. 
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DHS/ TSA/PIA-038 Per formance and Results Information System (PARIS) 

OHSfTSNPIA-038 Pe!'formance and Results lnf0!1!J8tlon Sy§!em <PARIS\ Seotembef 18. 2012 (PDF, 11 pilf16S, 200 KB). The TSAs 
Pertormance and ResuHs Information System (PARIS) Is a database used lor maintaining information associated with TSA's regulatory 

investigations, sectll1ty inCidents, and enfO<Cemenl adlons, as well as for recording the details of securily Incidents invoh1!ng passenger and 

propeny scnening. PARIS maintains persona1y identifiable Information (PII) about lf'ldvkluals. including wi1nesses, 1n\/Oived in secunty 

incidents or regulatory entoroement adlllitles. PARIS alSo creates and maintains a ~st of in<fJViduats who, based upon their involvement in 

se<:unty Incidents of suffiCient severily or frequency, .-. di~q<~alified from receiving expedited saeenlng for some period of time or 
pennanenlty. The pl.WJ)OSe ol this Privacy Impact Assessment (PIA) is to inform the public of cnanges In the use of PARIS and any resulting 

Impact to personal privacy. 

Associated SORN(s): 

• OHSITSA-001 Traosoortation 5eculitv EnfOrcement Recor<l Svstem ITSERSl 75 FR 28042 (May t9, 2010) . 

DHS/TSA/ PIA-039, Office o f Intelligence & Analysis Trends and Patterns Branch (TPB) 

OHS/ISAIPIM>39. Office of lntel!Qence & Ana'Ysis Trends and Patterns Branc!l N9vember 14. 2012 (POl', 12 pilges, 129KB). The 

Transportation Security Administration (TSA), Trend$ and Patterns Brandl (TPB) seeks to improve the ability lo identify potentlallisks to 

transportation SeQJrily by dsoovering and analyzing preViOUsly unknown links or patterns among il<liYiduats who undefgo a TSA aecurtty 

threat assessment, aviation passengers Identified as a match to a wa!Cillist, and passen98'5 who do not pn>sent acceptable identiriCa!ion 
dOCuments to access the sterile area of an airport whose Identity is unverified. TSA Is con<IUcting this Prtvacy Impact Assessment (PIA) 

because the TPB will collect an<l use personally idenliflabte Information (PII) to perform these functions. 

Associated SORNa: 

• OHSfiSMJQ1, Transportation Security Enforcement Realn! System (TSERS), 75 FR 28042, May 19, 2010 

• DHSITSA-002. Transportation Security Threat Assessment System (TSTAS). 75 FR 28046, May 19, 2010 

• DHSITSA-011 Transportation Security Intelligence Service Operations Files. 75 FR 11867, April 13, 2010. 

• DHSITSM!I9, Secure Flight Records. 72 FR 63711, November 9, 2007 

DHS/TSA/PIA-04-0, Port Authority of New York/New Jersey Secure Worker Access Consortium 
Vett ing Services (SWAC) 

OHSITSA!PIA-040 PortAII1hOOtv of New York/New Jersey Secure Wort<er A<X:ess Consortium Vettoog ServfcesiSWACI November 14, 

2012. (PDF, 12 pages, 126KB). The TransportaUon SeQJtily Administration (TSA) will conduct terronsm watch list Cllecks ol workers at Port 

Authority of New York/New Jefsey (PANYNJ) facilities and job slles, Including attica! Infrastructure such as aifports, manne ports, bus 
terminals, ral transit faciities, bridges, tunnels, and real estate suell as the 'Wol1d Trade Center memorial site. TSA will also conduct 

terrorism watch list cheeks of individuals Identified by P/WYNJ as requiring sucn ClleckS tor access to senSitive Information, and for workers 

at faciliti8$ and job sites of PANYNJ l'llgional partners. Results of the checks will not be .-.ported to PANYNJ but instea<l wil be forwarded to 

the Federal Bureau of Investigation (FBI) Teii'Orist Scteenlng Center (TSC). This Pnvacy Impact Assessment (PIA) Is con<lucted pursuant to 
the E-Govennment Act of 2002 because personally identiflable Information (PI!) will be pollected for the con<luct of ten"Orism watch list checJ<s 

of workers at PANYNJ fadlities and job s~es. 

Associated SORN: 

• PHS/TSA-002. Transportation Security Threat Assessment System of Recofds (TSTAS), 75 FR 28046, May 19, 2010 

DHS/ TSA/ PIA - 04 1 TSA Pre .fTM Application Program 

• All relate<l documents 

DHS/TSA/ PIA-042 TSA OIA Technology Infrastructure Modernization Program 

TSA OIA TedJnoloqt lnfrastrycture Modernization Prooram Marcb 26 201' /PDF 15 pages\. TSA's Office of Intelligence and Analysis 

(OIA) TechnOlogy lnftastructure Modernization (TIM) Program Is an enterp<ise arellltacture designed to align TSA security threat assessment 
(STA) wilh cn~dentialing activities lor indivi<luals. These Individuals require access to lnlnsportation facilities, inttastructure, assets, 

Sensitive Security Information (SSI), or related SBClMity credentials or Clearances. TIM Integrates several vetting programs and systems and 

facilitates STA adjudlcalion, aedentiallng, and redress processes. TIM accesses the same Pllthat is ateactt collected for the undllo1ying 

STA programs TIM performsaedentiallng activi1es utilizing t11e Pill! at the undeltying ~ms collect for the STAs. In light of th<S new 
Information technology framewo<k lnvoMng existing Pll, TSA 1s conducted this PIA pui'!Wint to the privacy provisions of tile E·Govemment 
Act of 2002. 

Associated SORN: 

• OH$!TSMJ()2 T[j!DSDQ!1ation S8Qidly Threat Assessment Sy5tem IT §TASl, May 19, 2010 

DHS/TSA/PIA-043 Travel Protocol Office Program 

Travel Protocol O!nce Program March 26 2014 /PDF 9 pages). TSA established the Travel Protocol Offlca (TPO) to support and fadl~ale 

the movement of eligible ltavelers Whose presence at a seaKity saeenlng Clleckpoint may drs tract other travelers anellor re<luce the 

https :/ /www .dhs.gov/privacy -documents-transportation-securi ty-adrninistration-tsa 2/26/2016 



Privacy Documents for TSA I Homeland Security Page 9 of 10 

efftdency Of ltle screening process. TSA plans to alled l rrited Pll on ltlese indMduals in order to fadfttate airport !ransa and to oondud 

security so-eening operations. The TPO Program applies to commercial ailpolts wiltlin the Q)fltinental United States and rts tenitones. 

Because this program enlails colleclllg informatjon about members of lle public In identifiable fonm. the E-Go-.wnent N:J. of 2002 requn& 
ltlat TSA conduct a Privacy Impact Assessmeol. 

An cx:lated SORN: 

• PHSfTSA-001 Transportat1oo Secuntv Enforoement Record System fTSERSl, December 9, 2013 

DHS-TSA -PIA -044· Vetting of Sccuri ty Personnel Receiving Imernational TSA Training Assistance 

Yelling Of Secyritv Personnel Recei\ing !olemahooal TSA Trajojng Assistance. May 7, 2014, PDF 10 pages, 149 KB. TSA's Offoce of Global 
S!rategles conducts seOJrity training for fo<elgn pamers (foreign governments, air cam9fs, and private oompanies responSible for 

transportation serutily) in order 1o mitigate th reats origlnatlng o-5eas, and to re<luc:e the~"' of insider threats among ltlose reoe;vlng 

trairing from TSA. TSA conducts a S9C1Jr1ty Threat Assess111Ef1t (STA} for lncflllduaiS who reside outside ltle United States who have been 

nomnate<l by the foreign partner for TSA-tunded, sponiOflld, or administered security-relate<l trai'llng. These foreign partners are 
responsible for seaJrity measures at foreign transportation facllilies and employ individuals to cany-outlhose secuity measures. TSA 

oooducte<lth1s PIA because it wm COllect, mantain, and tlsseminate in!ormation in ldenlliab!e fonm on the individuals nominated for tralning 

Asaoclated SORN: 

• PHSfTSM)02 Transportation S9C1Jritv Thrti!l A§sessmant System, May 19, 2010, 75 FR 28046 

DHS-TSA-PIA-045 Security Threat Assessment for Conditional Access to Sensitive Security 
Information · 

§_ecunty Threat A5sessment for Coodrt1011al Access to Sensrbve Seg11ity ln!onnation, August 5, 2014, (PDF 9 pages.} TSA occasionally 
discloses Sensitive Security Information (SSI} to Individuals so that they can assist with the design, implementation, or review of TSA secu~ty 
programs, ledlniques, or ted'lnology, or when needed to understand TSA tundions. TSA may Q)fldude thai the individuals must undergo a 

serurity ltlreat assessment (STA} as a condition of beilg granted access to the SS!. This PIA was conducted because TSA wil coUed, 

maintan, and cfsseminate information 10 Identifiable fonm on members of the publi<: in order to conclJct lie STA. 

Asaoeiated SORN: 

• OH§fTSA 002 Transpo!labon Sewr1lV Threat ASsessment Svsrem, May 19, 2010.75 FR 28046 

Retired PIAs 

DHSfTSNPIA-007 -Airport Access Authonzat!on To Comrneteial Establishments Beyond The Sqeen!ng CheckoointiAAACEl Program 

April 5. 2007. 

OHSfTSNP!A~26 Al1en FHQht SI!Jde<lt Program - December 4, 2009. 

OHSfTSNPIA-026(a} Transpo!!allon SegK!ty Ad!!!!!'HSln!lJO!rs Alien Flight S!JJdent P!OQ(l!m IAroe!ldedl - December 2.2, 2006. 
OHSfTSA/P!A~(b) Airport ~ss Con[o! P1!ot Proiect - June t6, 2004. 

Aircraft ond Heliport Operatora 

Security ThreatAs5essmenttor A!rqan and Hetoort Operators. August 16, 2004 (PDF, g pages- 55 KB) Under the Aviation and 
Transportation Security Ad (ATSA) and authority delegated from the ~taty of Homeland S&a~r1ty, the Assistant Secretary of Homeland 

Security for Transportation Security Admlnlstral!on (TSA) has "the responsibility for sac:u~ty In all modes of transportation .. : 

Airport Access Control Pilot Project Airport Access Con!ro! Pilot Project, June 18, 2004 (PDF, 7 p4ges- 122 KB) The purpose of TSA's 

Airport Access Control Pilot Program Is to Implement pilot projects at airports to evaluate and demonstrale applications of new and emerging 

led'lno!ogies that enhance the performance of access controls to ensore that unauthor1zed persons cannot gain access to sens~lve areas In 
airports. 

Regis1ered Traveler Pilot T§A Rgsutered Traveler. September 1, 2006 (POF, 27 p4ges - 409 KB) Pursuant to TSA's authority to operate 

trusted traveler programs and following two sets of pilot progams, TSA is condudilg the next pha.se of Registered Traveler at approximately 

10-20 participamg airports to further test and evaluate this type of trusted passenger program. This phase introduces interoperability among 
participating airpor!S/air ca'Tiers and operating with larger populations. 

TSA RGQIStered Traveler P1tot tpnyote Sedor Subpllotl, September 20, 2005 (PDF, 13 page~- 233 KB) The purpose of this Privacy Impact 

Assessment (PIA) is to revise the PIA for the Private Sector Known Traveler (PSKl) sib-pilot. The PSKT subpilol revises TSA's role by 
lnoorporatlng a Private Sector Partner (PSP} that will carry out certain responsibilities. The PSKT is designed to have a structure thai Is very 

similar to the other pilots In the Reglstere<l Traveler (RT) P~ot Program. The difference between PSKT and the other RT pilots centers on the 
division of responsibilities between TSA and its Private Sector Partner. TSA's role will focus on Q)flducting the Initial secuity threat 

assessment and ~odic reassessments. conducting security threat assessment saaenlng. and overSight. The Private Sector Partner wiU 
have responsibility for procurement, !!l8fli.eting and operational functions consistent with TSA guidelines and Federal tec:MO!ogy standards 

ror Information Ted'lno!ogy and biometric SGOJrity. The Private Sedor Pamer cellects the KT applicanrs pertinent biog~ and biometric 

lnfonmatlon and sendS it to TSA to oonQJCI sea.rity threat assessments lndudlng Noolng the applc:ant's biograpllica! lnformauon through 
Federal databases, sudl as the Terrorist ~ing Data Base (TSOB) and !he ISA selec:lee h i, databases conliW>ing outstanding wants 
and warrants, and against Other governmental 50l.WC8S. Once TSA ~letes the 10tbal secunty threat assessment. the agency wil lnform ltle 
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Private Sedor Partnl!f" whether the KT applicant has been appro\'Eld or not approved; however, the details of the security threat ass&$sments 

will be retained by TSA and not shared with the Private Sedor Partner or KT applicant. The Private Sector Partner wll inform the individual 

KT applicant whether he or she has or has not been accepted. 

ReQ!slered Trayeler P•lot rprivate Seclor Subpilotl, June 20, 2005 (PDF, 11 pages- 61 KB) Because of the success of lhe Registered 
Traveler Pilot Program, TSA is now exploring lhe feasibility of applying tile RT concept to a modified model thai uses a Private Sector 

Partner. A Private Sector Partner may Include airport authorities, ail carrie<s, or oltler entitles designated by TSA. To test tle proposed 

model, TSA is laund11ng a sul>9ilot program known as the Private Sedor Known Traveler (PSKT) In conjooctlon wllh the Greater Orlando 

AViatiOn Au1hortty (GOAA). 

Reats!ered Trayeli!£1!2!, June 24,2004 (PDF, 9 pages -176 KB) Under the Registered Traveler Program as envisioned by TSA, qualified 
travelers wm be positively Identified via advancad identification technologies to confirm ltlat these travelers are not suspected of posing a 

threat to aviation seaJrity. 

U.S. Port Acceaa Threat A"Hamenta 

T5A US Port Access Threat Assessments, Ap0128, 2006 (PDF, 14 pages - 252 KB) TSA has broad autllolity to assess tllreats and threat 
Information and to plan and execute such actions as may be appropriate to address tllreats to transportation. W:lnong in oonj~Ciion Yoilh the 

United Stales Coast Guard and its statUiory manelate, TSA wiU condUCI serurity threat assessments of port worllers in order to ensure !hal 
individuals who are allowed access to U.S. port facilili&$ do not pose or.,. not suspected of posing a lhreat to transportation seaJrity. 

TSA P&O Ports North Amertca,lnc. Threat Asses•m9flta 

TSA p&o Ports North America Inc Th(iat Assessments, Mard1 22, 2006 (PDF, 13 pages- 250 KB). The Ports. Customs and Free Zone 

Corporation (PCFC) recanDy acquired P&O Ports North Amel1ca, Inc. (P&O NA). On Ja1'41ary 6, 2006, PCFC and P&O NA provided the U.S. 
Oepsrtment ot Homeland Security (DHS) oertain national security assurances In connection with OHS's review of ltla foreg<Mng acquisition in 

the Committee on Foreign Investment in the lktited States (CFtUS), 50 U.S.C. App. 2170. One or those assurances " to make P&O NA 
booU and recordS available to DHS upon request. DHS has requeste<l lntormation about P&O NA employees In order to undertake security 

threat assessments on these employees pursuant to the aUihority of the Transportation Security AdmlnistraUon (TSA) under 49 U S C. § 114 
(1) to assess threats and tllreat information and to plan and execute sue11 actions as may ba appropriate to address threats to transponation. 

P&O NA will provide the name, job title, date of birth, and sooial security nun'bar, as wei as allen registra~ number If applicable, for al of 

its employees operating in the United States. 
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