
 

 

 

 

 

ClearPass Visibility - Understand what’s connected to your multi-vendor network 

What is ClearPass Visibility? 

A software packaged service that positions and deploys ClearPass (Link to ClearPass introduction), focused 

primarily on visibility. Both visibility of what’s connecting to the network and visibility into what’s changing on 

the network.  

Value to the customer 

Security & Networks are concerned; they don’t know what’s out there. They are being pressured to provide 

network transformation, but you can’t control and segment what you can’t see. Visibility is the first step – and 

possibly the only step in the customer’s mind right now.   

• Understanding points of vulnerability 

• 63% percent of respondents highlighted the importance of network traffic visibility 

• Over half said that network access control provides network visibility and was a key component of 

their overall security strategy 

• 52% say NAC is a key solution for both wired and wireless networks 

*Ponemon/Aruba – How AI and Automation can close the IT Security Gap 

 

 

KNOW WHATS CONNECTED 

REAL TIME 24x7 

AGENTLESS 

 

 

 

De-risk the network  
Get Built-In reports with simple to view charts along with detailed drill down info, plus custom report creation. 

These include Device category breakdown – device types and counts, and Endpoint classification status – 

known, unknown, disabled; location and IP, MAC address.  

 

 

 

Starter bundles 

for 0.17% of the 

cost of the 

average data 

breach 

 

https://www.youtube.com/watch?v=8FFy_EtaMLo


 

 

 

 

 

 

 

 

 

Aruba ClearPass can factor in differing switch levels into its policy – e.g. be able to provide the maximum level 

of security that the infrastructure will support on every occasion, on multi-vendor switching and WLAN’s. 

Time to value 

Understand what’s on your network by receiving a proposed vulnerability report in just 2 days. ClearPass 

Visibility provides that starting point as well as the seamless path to full control. 

Multi-vendor output - What’s included with ClearPass Visibility? 

• Virtual Appliance (VMWare ESXi, Hyper-V or KVM).  

• 100 Access licenses – Provides Device Visibility, plus Access Control for up to 100 concurrent 

TACACS/RADIUS, or Guest connections. 

• Built-In reports with simple to view charts along with detailed drill down info, plus custom report creation.  

Why buy ClearPass Visibility 

• Automatic detection and categorization of endpoints for security and audit demands. Monitoring of 

all devices, including those that come and go. 

• Agentless visibility that lets you find devices like BYOD smart phones, and IoT. 

• Contextual attribute sharing that extends visibility to a wide range of security and IT-services 

solutions. 

With the ClearPass Visibility starter bundle, your customers can protect their network for just 0.17% of the 

average global data breach 

 

 
 
 
 
 
 
 
 
Promo Validity Dates:                                 Start: 1st Feb 2019                                  End: 31st July 2019 
 

Contact enterprisebdm@westcoast.co.uk 

to find out more 
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